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 Active Shooter - The FBI Active Shooter Resources Page serves as a single clearinghouse for 

all materials available for use by law enforcement agencies and other first responders around the 

country. The FBI, as part of a White House initiative, has been tasked with ensuring that the 

country's law enforcement agencies are prepared for active shooter and mass casualty incidents.  

 

 

 Cyber Investigation Certification Program (CICP) – The first cyber investigative curriculum 

targeting FBI Cyber Division partners for the purpose of developing law enforcement skills, 

analysis, and response capabilities. Bringing together the expertise of Carnegie Mellon 

University, the FBI’s Cyber Division, and the International Associate of Chiefs of Police 

(IACP), the self-guided online program is available to all federal, state, local, tribal, and 

territorial (SLTT) first responders. 

 

 

 Cyber Shield Alliance (CSA) – is an FBI Cybersecurity partnership initiative developed by 

Law Enforcement for Law Enforcement to proactively defend and counter cyber threats against 

LE networks and critical technologies. The FBI stewards an array of cybersecurity resources and 

intelligence, much of which is now accessible to LEA's through the Cyber Shield Alliance. 

 

 eGuardian-  A system that allows law enforcement, law enforcement support and force 

protection personnel the ability to report, track, and share threats, events and suspicious activities 

with a potential nexus to terrorism, cyber or other criminal activity. 

  

 

 Enterprise File Transfer Service (EFTS) – Provides all LEEP users with a web interface to 

securely share and transmit files.  
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Innocence Lost Database SE/Web-Archival Tool - This system allow Innocence Lost National 

Initiative LE members and partners to centralize LES victim, pimps, and associate intelligence 

associated with child sex trafficking and further analyze actionable leads with available LES 

records and NCMEC intelligence. Access to this system requires direct association with the 

subsequent approvals from Violent Crimes Against Children (VCAC) or Child Exploitation Task 

Force (CETF) locations. 

 

 Internet Crime Complaint Center (IC3)- Serves as a vehicle to receive, develop, and refer 

criminal complaints regarding the rapidly expanding arena of cyber crime. 

 

 

 Intelink- Secure portal for integrated intelligence dissemination and collaboration efforts.  

 

 Intelink Chat- The Intelink Instant Messaging (IIM) is an Internet-based tool that allows real-

time chat between users who have logged into the system.  

 

 

Justice Enterprise File Sharing (JEFS) – This application has been created using box.com as 

the base technology and provides cloud hosted capabilities for greater stability and growth for 

file/folder sharing. It has the ability to transfer files up to 15GB.  

 

 

 Joint Automated Booking System (JABS)- Repository of federal arrest information. 

 

 

Law Enforcement Officers Killed and Assaulted (LEOKA) – Strives to reduce incidents of 

law enforcement deaths and assaults by providing data, research, and instructional services 

relative to law enforcement safety. 

 

 

 

 

 

FBI Virtual Academy (VA) – The FBI’s enterprise training system which provides access to all 

FBI training that is available to the FBI’s criminal justice and intelligence partners. 
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 Malware Investigator - An automated system that analyzes suspected malware samples and 

quickly returns technical information about the samples to its users so they can understand the 

samples' functionality. It combines dynamic and static analysis tools to assess how the sample 

interacts within various types of host environments. It also allows users to correlate samples and 

collaborate with others to “connect dots” between cyber events. 

 

 

 National Domestic Communications Assistance Center (NDCAC) - An assistance center 

designed to focus on Law Enforcement’s challenges with communications services, training, and 

coordination needs.  Users must be vetted law enforcement personnel.   
 

 

 

 

National Data Exchange (N-DEx) – A powerful automated investigative tool that provides law 

enforcement agencies with the ability to search, link, analyze, and share criminal justice 

information.  

 

 

National Gang Intelligence Center (NGIC) – A multi-agency effort that integrates gang 

information from local, state, and federal law enforcement entities to serve as a centralized 

intelligence resource for gang information and analytical support.  

 

 

NICS Echeck – National Instant Criminal Background Check System Electronic Check 

(NICSE-Check) can be used by law enforcement/criminal justice agencies conducting firearm 

background checks for authorized purposes.  

 

 Regional Information Sharing Systems network (RISSNET)- Provides timely access to a 

variety of law enforcement sensitive, officer safety, and public safety resources. 

 

 Special Interest Group (SIG) – A 24/7 internet accessible tool made available for law 

enforcement storage, sharing, and to communicate “securely” wherever Internet is accessible. 
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Teleporter – A system that allows operational-related files to be shared and transported 

by the law enforcement and partner communities.  
 

 

 TXMAP – TXDPS has established and maintains a web mapping and reporting application, 

TXMAP, for the purpose of facilitating the visual representation and spatial analysis of incident 

data that includes criminal offenses and investigations, emergency management information, 

infrastructure data and DPS asset data. 

 

 FBI Uplift Service – allows all FBI users to transfer files to FBINet. 

 

 

 

ViCAP – ViCAP Web is a repository for behavioral and investigative information related to 

criteria Homicides, Sexual Assaults, Missing Persons, and Unidentified Human Remains cases. 

Authorized users can click on the ViCAP logo to access the database. All other users can go to 

the ViCAP SIG to obtain information about gaining access and view various ViCAP documents 

and resources. 

 

TXMAP – Texas Department of Public Safety (TXDPS) manages a web mapping and reporting 

application, TXMAP, for the purpose of facilitating the visual representation and spatial analysis 

of incident data that includes criminal offenses and investigations, emergency management 

information, infrastructure data and DPS asset data. 

 

  

FBI Uplift Service – allows all FBI users to transfer files to FBINet 

 

 

 Virtual Command Center (VCC) – Provides a means to view all the moving parts within an 

operation or event. 

 

 

 


